MEMORANDUM OF AGREEMENT (MOA)

BETWEEN

MDARNG / MDARNG UNITS 

AND 

THE INFORMATION TECHNOLOGY CENTERS (ITC)

SUBJECT: The use of the Information Technology Center

1. Purpose. This MOA establishes the policies and procedures for the use of the ITC. It clarifies the proper procedures for scheduling, cancellations and equipment maintenance and turn in for the ITC. 

2. Background. The ITC allows the military to use the centers for readiness training and mobilization training and deployment. The ITC is to provide the armory and its personnel with courteous, competent, qualified personnel to staff the ITC.

3. Scope. The ITC will provide classrooms and services as needed and as available. The ITC can only provide what is currently available in that particular classroom.

4. Understandings, Agreements, Support and Resource Agreement.
a. The ITC will provide the following in support of the clients:

1. Provide technical support to the classroom and the equipment within the classroom to the best of their skills. 

2. Assist in meeting scheduling needs of the clients.

3. Maintain a neat facility.

4. Assist in troubleshooting problems that may arise during a class.

5. Answer any questions regarding the classroom capabilities.

b. The host unit agrees to:

1. No eating or drinking is permitted in the classroom.

2. User activity should correspond to the Authorized Use Agreement.

3. Users will not modify any workstation in the ITC for any reason unless granted permission from the site facilitator or the ITC manager.

4. Users will not install software of any kind (shareware, games, etc.) on any workstation in the ITC unless granted permission from the site facilitator or the ITC state manager.  If no one is available, do not install the software.

5. Users will save all personal and/or work data to 3.5” floppy disks. Workstation hard drives will not be used to store user work. 

6. Users will adhere to guidelines in place for the federal and state government applicable to the viewing of restricted web sites. This is further spelled out on the Internet Restrictions page.

7. Users will not use, operate, or modify any equipment in or connecting to the server rack in the ITC.

8. Users will not use the video teleconferencing equipment in the ITC without prior scheduling and a site facilitator being present.

9. Telephones and fax machines in the classroom are for official or ITC business use only. They are not to be used for by users for personal matters. 

10. Workstations in the ITC will not be used for illegal activities such as hacking, or the “spamming” of e-mails.

11. The host unit or users will report all problems and/or damages encountered with the equipment to the site facilitator, or the ITC Manager. 

12. Colleges and state agencies can be bumped for priority military missions.

13. All trash will be disposed of in the proper trash dispensers within the classroom and emptied at the end of day.

14. Equipment cannot be removed from the classroom for any reason this includes temporary removal.

15. If equipment is missing the ITC staff must be notified immediately.

16. Classes requiring the use of the ITC must be scheduled in advance, even if the host unit has the capability to access the classroom for themselves.

17. The host unit will be accountable for any missing, damaged, and/or equipment removed from the classroom without authorization.

18. ITC classrooms will be kept in a clean and orderly manner. If the unit is using the classroom, the unit is responsible for making sure the students/soldiers pick up after themselves.

19. Client understands that they must stay within the time that has been requested for use. If the client is late they cannot assume it is permissible to extend past the scheduled class time.

20. If any individual fails to follow the delineated guidelines, for classroom and equipment use, the host unit’s privileges may be temporarily revoked.

21. Client must give the ITC staff 24-hour notice of cancellations. If the class is on a weekend the ITC must be notified the Friday before. No exceptions. 

22. Door codes will not be given out. Only the person(s) signing the MOA will have authorized access to the room. If you give your code to anyone else, this could result in being barred from the classroom on a temporary or a permanent basis. If your code is used to gain access to a classroom, you are responsible for any loss or damages that occur.

23. Upon entry to the classroom, user(s) must sign-in to record their use. If use is not recorded this can result in the user(s) to be denied access to the classroom.

5. Effective Date: This MOA is effective on the later date of both signatures.

___________________ 




____________________ 

TRESSA L. LESTER






DTT State Manager

Information Technology Center

Date: 







Date:
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